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[FR Doc. 2014–17248 Filed 7–21–14; 8:45 am] 

BILLING CODE C 

DEPARTMENT OF TRANSPORTATION 

Maritime Administration 

[Docket No. MARAD–2014 0107] 

Requested Administrative Waiver of 
the Coastwise Trade Laws: Vessel 
PUELCHE; Invitation for Public 
Comments 

AGENCY: Maritime Administration, 
Department of Transportation. 
ACTION: Notice. 

SUMMARY: As authorized by 46 U.S.C. 
12121, the Secretary of Transportation, 
as represented by the Maritime 
Administration (MARAD), is authorized 
to grant waivers of the U.S.-build 
requirement of the coastwise laws under 
certain circumstances. A request for 
such a waiver has been received by 
MARAD. The vessel, and a brief 
description of the proposed service, is 
listed below. 
DATES: Submit comments on or before 
August 21, 2014. 
ADDRESSES: Comments should refer to 
docket number MARAD–2014–0107. 
Written comments may be submitted by 
hand or by mail to the Docket Clerk, 

U.S. Department of Transportation, 
Docket Operations, M–30, West 
Building Ground Floor, Room W12–140, 
1200 New Jersey Avenue SE., 
Washington, DC 20590. You may also 
send comments electronically via the 
Internet at http://www.regulations.gov. 
All comments will become part of this 
docket and will be available for 
inspection and copying at the above 
address between 10 a.m. and 5 p.m., 
E.T., Monday through Friday, except 
federal holidays. An electronic version 
of this document and all documents 
entered into this docket is available on 
the World Wide Web at http://
www.regulations.gov. 
FOR FURTHER INFORMATION CONTACT: 
Linda Williams, U.S. Department of 
Transportation, Maritime 
Administration, 1200 New Jersey 
Avenue SE., Room W23–453, 
Washington, DC 20590. Telephone 202– 
366–0903, Email Linda.Williams@
dot.gov. 
SUPPLEMENTARY INFORMATION: As 
described by the applicant the intended 
service of the vessel Puelche is: 

Intended Commercial Use Of Vessel: 
‘‘Crewed sailboat charter.’’ 

Geographic Region: ‘‘Washington 
State.’’ 

The complete application is given in 
DOT docket MARAD–2014–0107 at 
http://www.regulations.gov. Interested 

parties may comment on the effect this 
action may have on U.S. vessel builders 
or businesses in the U.S. that use U.S.- 
flag vessels. If MARAD determines, in 
accordance with 46 U.S.C. 12121 and 
MARAD’s regulations at 46 CFR Part 
388, that the issuance of the waiver will 
have an unduly adverse effect on a U.S.- 
vessel builder or a business that uses 
U.S.-flag vessels in that business, a 
waiver will not be granted. Comments 
should refer to the docket number of 
this notice and the vessel name in order 
for MARAD to properly consider the 
comments. Comments should also state 
the commenter’s interest in the waiver 
application, and address the waiver 
criteria given in § 388.4 of MARAD’s 
regulations at 46 CFR part 388. 

Privacy Act 

Anyone is able to search the 
electronic form of all comments 
received into any of our dockets by the 
name of the individual submitting the 
comment (or signing the comment, if 
submitted on behalf of an association, 
business, labor union, etc.). You may 
review DOT’s complete Privacy Act 
Statement in the Federal Register 
published on April 11, 2000 (Volume 
65, Number 70; Pages 19477–78). 

By Order of the Maritime Administrator. 
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Dated: July 8, 2014. 
Julie P. Agarwal, 
Secretary, Maritime Administration. 
[FR Doc. 2014–16592 Filed 7–21–14; 8:45 am] 

BILLING CODE 4910–81–P 

DEPARTMENT OF THE TREASURY 

Financial Crimes Enforcement Network 

Notice of Finding That FBME Bank 
Ltd., Formerly Known as Federal Bank 
of the Middle East, Ltd., Is a Financial 
Institution of Primary Money 
Laundering Concern 

AGENCY: Financial Crimes Enforcement 
Network (‘‘FinCEN’’), Treasury. 
ACTION: Notice of finding. 

SUMMARY: This document provides 
notice that, pursuant to the authority 
contained in 31 U.S.C. 5318A, the 
Director of FinCEN found on July 15, 
2014, that reasonable grounds exist for 
concluding that FBME Bank Ltd. 
(‘‘FBME’’ or the ‘‘Bank’’), formerly 
known as Federal Bank of the Middle 
East, Ltd., defined to include all of its 
branches, subsidiaries, and offices, is a 
financial institution operating outside of 
the United States of primary money 
laundering concern. 
DATES: The finding referred to in this 
notice was effective as of July 15, 2014. 
FOR FURTHER INFORMATION CONTACT: 
FinCEN, (800) 767–2825. 
SUPPLEMENTARY INFORMATION: 

I. Statutory Provisions 
On October 26, 2001, the President 

signed into law the Uniting and 
Strengthening America by Providing 
Appropriate Tools Required to Intercept 
and Obstruct Terrorism Act of 2001 (the 
‘‘USA PATRIOT Act’’), Public Law 107– 
56. Title III of the USA PATRIOT Act 
amends the anti-money laundering 
(‘‘AML’’) provisions of the Bank Secrecy 
Act (‘‘BSA’’), codified at 12 U.S.C. 
1829b, 12 U.S.C 1951–1959, and 31 
U.S.C. 5311–5314, 5316–5332, to 
promote the prevention, detection, and 
prosecution of international money 
laundering and the financing of 
terrorism. Regulations implementing the 
BSA appear at 31 CFR Chapter X. The 
authority of the Secretary of the 
Treasury (the ‘‘Secretary’’) to administer 
the BSA and its implementing 
regulations has been delegated to the 
Director of FinCEN. 

Section 311 of the USA PATRIOT Act 
(‘‘Section 311’’), codified at 31 U.S.C. 
5318A, grants the Director of FinCEN 
the authority, upon finding that 
reasonable grounds exist for concluding 
that a foreign jurisdiction, financial 

institution, class of transaction, or type 
of account is of ‘‘primary money 
laundering concern,’’ to require 
domestic financial institutions and 
financial agencies to take certain 
‘‘special measures’’ to address the 
primary money laundering concern. 

II. History of FBME and Jurisdictions of 
Operation 

FBME was established in 1982 in 
Cyprus as the Federal Bank of the 
Middle East, Ltd., a subsidiary of the 
private Lebanese bank, Federal Bank of 
Lebanon. Both FBME and the Federal 
Bank of Lebanon are owned by Ayoub- 
Farid M. Saab and Fadi M. Saab. In 
1986, FBME changed its country of 
incorporation to the Cayman Islands, 
and its banking presence in Cyprus was 
re-registered as a branch of the Cayman 
Islands entity. In 2003, FBME left the 
Cayman Islands due to problems with 
capital adequacy regulations and re- 
established itself in Tanzania by 
acquiring Delphis Bank, a small 
Tanzanian financial institution with 
three bank branches. At the same time, 
FBME’s Cypriot operations became a 
branch of FBME Tanzania Ltd. In 2005, 
FBME formally changed its name from 
Federal Bank of the Middle East, Ltd. to 
FBME Bank Ltd. 

Since 2003, FBME has been 
headquartered in Tanzania. FBME 
headquarters is widely regarded as the 
largest bank in Tanzania based on its $2 
billion asset size, but it has only four 
branches. While FBME is presently 
headquartered in Tanzania, FBME 
transacts over 90% of its global banking 
business and holds over 90% of its 
assets in its Cyprus branch. FBME has 
always maintained a significant 
presence in Cyprus. FBME has stated, 
however, that it is not in direct 
competition with local retail banks in 
Cyprus for several reasons, including 
that it does not issue checks, has no 
retail counters, and its Cypriot 
customers are limited to mainly staff, 
contractors, and professionals providing 
services to FBME. 

The Central Bank of Cyprus (‘‘CBC’’), 
which supervises and regulates all 
Cypriot banks, including branches of 
foreign financial institutions such as 
FBME, has found FBME’s compliance 
with Cypriot banking laws and AML 
regulations deficient on at least two 
occasions. As evidenced by its failure to 
comply with the Cypriot AML law, 
FBME’s weak AML controls and 
customer due diligence resulted in a 
fine by the CBC in 2008. In addition, in 
2013, FBME took active steps to evade 
oversight by the Cypriot regulatory 
authorities. In November 2013, the CBC 
stated that FBME may be subject to 

sanctions and a fine of up to 240 million 
euro for alleged violations of capital 
controls. 

III. The Extent To Which FBME Has 
Been Used To Facilitate or Promote 
Money Laundering In or Through 
Cyprus and Tanzania 

1. FBME Facilitates Money Laundering, 
Terrorist Financing, Transnational 
Organized Crime, Fraud Schemes, 
Sanctions Evasion, Weapons 
Proliferation, Corruption by Politically- 
Exposed Persons, and Other Financial 
Crimes 

FBME facilitated a substantial volume 
of money laundering through the Bank 
for many years. FBME is used by its 
customers to facilitate money 
laundering, terrorist financing, 
transnational organized crime, fraud, 
sanctions evasion, and other illicit 
activity internationally and through the 
U.S. financial system. FBME has 
systemic failures in its AML controls 
that attract high-risk shell companies, 
that is, companies formed for the sole 
purpose of holding property or funds 
and that do not engage in any legitimate 
business activity. FBME performs a 
significant volume of transactions and 
activities that have little or no 
transparency and often no apparent 
legitimate business purpose. 

Through relationships developed by 
FBME’s management since at least 2006, 
as well its large shell company customer 
base, FBME facilitates the activities of 
international terrorist financiers, 
organized crime figures, and money 
launderers. For example, since at least 
early 2011, the head of an international 
narcotics trafficking and money 
laundering network has used shell 
companies’ accounts at FBME to engage 
in financial activity. In late 2012, the 
head of the same international narcotics 
trafficking and money laundering 
network continued to express interest in 
conducting financial transactions 
through accounts with FBME in Cyprus. 
Separately, in 2008, an FBME customer 
received a deposit of hundreds of 
thousands of dollars from a financier for 
Lebanese Hezbollah. FBME also 
facilitates financial activity for 
transnational organized crime. As of 
2008, a financial advisor for a major 
transnational organized crime figure 
who banked entirely at FBME in Cyprus 
maintained a relationship with the 
owners of FBME. 

FBME facilitated transactions for 
entities that perpetrate fraud and 
cybercrime against victims from around 
the world, including in the United 
States. For example, in 2009, FBME 
facilitated the transfer of over $100,000 
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